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STANOVISKO REPUBLIKOVEJ UNIE ZAMESTNAVATELOV

Narodna stratégia kybernetickej bezpe€nosti na roky 2026 az 2030

https://www.slov-lex.sk/elegislativa/legislativne-procesy/SK/LP/2025/679

Materidl v pripomienkovom konani do 15.12.2025

Struény popis podstaty materialu najma jeho relevancie z pohl'adu RUZ

Material predklada do medzirezortného pripomienkového konania Narodny bezpecnostny urad SR na zaklade § 7
zakona €. 69/2018 Z. z. o kybernetickej bezpeCnosti.

Cielom a obsahom materidlu je najma:

Navrh stratégie je vychodiskovym strategickym dokumentom, ktory nadvazuje na predchadzajuce strategické
dokumenty v oblasti kybernetickej bezpecnosti a je vypracovany v sulade s vyvijajucim sa pravnym ramcom
Eurdpskej Unie, tzn. priamo zohladruje povinnosti vyplyvajuce z kltuCovych pravnych aktov — smernice NIS 2, aktu o
kybernetickej odolnosti (Cyber Resilience Act), aktu o umelej inteligencii (Al Act) a smernice o odolnosti kritickych
subjektov.

Navrh stratégie obsahuje pat pilierov: 1, Ochrana narodného kybernetického priestoru, 2. Budovanie narodnych
kapacit v oblasti kybernetickej bezpecnosti, 3. Bezpetné a inovativne digitalne produkty a sluzby, 4. Vzdelavanie,
zruénosti a povedomie, 5. Strategické partnerstva a medzindrodna spolupraca Jednotlivé piliere obsahuju
charakteristiku vychodiskového stavu, opis cielového stavu a ndvrh opatreni, ktorymi sa cielovy stav ma dosiahnut.

Postoj RUZ k materialu

Navrh stratégie je vychodiskovym strategickym dokumentom, ktory nadvazuje na predchadzajlce strategicke
dokumenty v oblasti kybernetickej bezpecnosti. RUZ k ndvrhu predklada nizSie uvedené pripomienky.

Pripomienky RUZ k predkladanému materialu

1. Zasadna pripomienka k materialu ako celku
Navrhujeme doplnit zavazny finanény ramec stratégie, ktory bude obsahovat:
minimalne ro¢né investi¢né potreby podla jednotlivych pilierov,
mechanizmus spolufinancovania investicii prevadzkovatelov Kl (granty, dotdcie, dafiové ndstroje, Uvery),
z4vazok vyclenenia stabilného rozpoctu statu na kybernetickd odolnost,
prepojenie na europske finanéné mechanizmy v obdobi 2026-2030.

Oddévodnenie;

Navrh stratégie definuje mnozstvo opatreni s vyznamnymi investicnymi dopadmi na prevadzkovatelov kritickej
infrastruktdry (napr. prechod na post-kvantovu kryptografiu, budovanie SOC kapacit, bezpecnostné certifikécie,
modernizdcia OT/IT prostredi, dodavatel'ské audity, implementacia Al bezpe¢nostnych mechanizmov). Dokument
vSak neobsahuje ziadny ramcovy finanény pldn, investicné odhady, Casové rozdelenie ani mechanizmy
spolufinancovania zo strany §tatu &i EU. Bez finanéného rdmca nie je mozné posudit uskuto&nitelnost cielov ani
pripravovat investi¢né pldny prevadzkovatelov Kl. Ide o nedostatok, ktory méze vyrazne ohrozit implementéaciu
stratégie.

2. Zasadna pripomienka k materialu ako celku
Navrhujeme vytvorit jednotny model implementécie NIS2 + CER pre kritickd infrastruktdru, ktory bude obsahovat:
harmonizované procesy riadenia rizik,
jednotnu terminologiu,
spolo¢né auditné Standardy,
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zjednoteny reporting incidentov,
. spolo¢ny rdmec pre kontrolnud a dohladovu ¢innost Statu.

Odbvodnenie:

V praxi tvoria opatrenia NIS2 a CER jeden spolo¢ny systém riadenia rizik prevadzkovatelov kritickej infrastruktdry.
Stratégia vSak pristupuje k tymto ramcom izolovane, bez harmonizacie postupov, terminoldgie, kontrolnych
mechanizmov a reportingovych poziadaviek. To moze viest k duplicite kontrol, regulacnej neistote a neprimeranému
administrativnemu zatazeniu. Prevadzkovatelia Kl potrebuju jednotny uceleny rémec.

3. Zasadna pripomienka k materialu ako celku
NavrhUJeme doplnit zavazné mechanizmy financovania, najma:
narodny fond kybernetickej odolnosti KI,
moznost ¢erpania z fondov EU (DIGITAL EUROPE, CEF2, Horizon Europe),
danové stimuly pre investicie do kyberbezpecnosti,
schému spolufinancovania pre povinné opatrenia podla NIS2/CER,
cenovU reguldciu v regulovanych odvetviach umoznujicu premietnutie nakladov.

Odbvodnenie:

Prevadzkovatelia KI budi musiet investovat do rozsiahlych bezpec¢nostnych Uprav (sietova segmentdcia, monitoring,
detekéné systémy, penetracné testovanie, audity, implementécia PQC, certifikdcie, Skolenia). Bez definovaného
mechanizmu spolufinancovania, grantovych schém, danovych Ulav alebo eurdpskych finanénych nastrojov méze byt
implementacia pre niektoré odvetvia ekonomicky neudrzatelnd, najméa pre regulované sektory (energia, voda,
doprava, zdravotnictvo).

4. Zasadna pripomienka k materialu ako celku
Doplmt Republikovu Unie zamestnavatelov (RUZ) ako:
povinného konzultacného partnera,
Clena pracovnych skupin pre PQC, SCRM, NIS2/CER implementaciu a architekturu SOC,
partnera pri tvorbe ak&ného planu,
partnera Monitorovacieho vyboru

Odbvodnenie:

RUZ avnej zdruzené sektorové profesijné organizécie zabezpecuju odbornd koordinaciu, vymenu informacii a
pripomienkovanie opatreni na urovni jednotlivych odvetvi kritickej infrastruktury. Navrh stratégie vSak ignoruje ich
systémovu ulohu a nezaraduje ich medzi partnerov implementacie, konzultacii ani do pracovnych skupin. Takyto
pristup obmedzuje moznost participdcie sektorov na formovani Statnych opatreni a moze viest k nizkej akceptéacii
reguldcii zo strany prevadzkovatelov KI.

5. Zasadna pripomienka k materialu ako celku
Navrhujeme doplnit technickd architekturu narodného situaéného povedomia, vratane:
definicie datovych tokov KI «» sektorové CSIRT «» SK-CERT « Statne organy,
jednotnych API a bezpecnostnych Standardov,
poziadaviek na PQC-ready komunikaciu
pravidiel pre integraciu sektorovych SOC,
Standardov pre Al-asistované detek&né mechanizmy.

Odbvodnenie:

Stratégia deklaruje potrebu vybudovania narodného systému situacného povedomia, no neobsahuje ziadny opis
architektury, Standardov, rozhrani, poziadaviek na integraciu ani modelu zdielania udajov. Prevadzkovatelia Kl tak
nemaju moznost plénovat integraciu svojich SOC alebo OT systémov. Absencia architektiry hrozi duplicitou
investicii, nekompatibilitou systémov a pravnou neistotou pri ochrane tdajov.

6. Pripomienka k materidlu ako celku
Navrhujeme doplnit sadu klu¢ovych vykonnostnych indikatorov (KPI) pre kazdy strategicky ciel, vratane meratelnych
vysledkov a terminov na roky 2026-2030.
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Odbvodnenie:
Stratégia je prevazne deklarativna a neobsahuje konkrétne meratelné ukazovatele vykonu ani terminy realizécie. Bez
KPI nie je mozné vyhodnocovat priebeh implementécie ani riadit verejné investicie.

7. Pripomienka k materialu ako celku
Navrhujeme doplnit do stratégie explicitnd tlohu SC-KI-SR ako sucasti narodného ekosystému monitoringu a reakcie.

Odbvodnenie:
SC-KI-SR predstavuje uz existujuci projekt s vyznamnym dopadom na monitoring a ochranu kritickej infrastruktury.
Jeho Uplné vynechanie zo stratégie moéze viest k duplicite narodnych kapacit a k neefektivnemu riadeniu zdrojov.

8. Pripomienka k materialu ako celku
Navrhujeme doplnit mechanizmy pre:
diplomaticku podporu pri utokoch na Ki,
technicku a politicku atribuciu s priamym zapojenim Kl sektorov,
zdielanie informacii s eurépskymi partnermi.

Odbvodnenie:

Prevadzkovatelia Kl st ¢astymi cielmi $tdtom podporovanych Utokov. Strategické dokumenty EU v oblasti
kyberdiplomacie zdbérazfiuju potrebu prepojenia atribucie, sankénych mechanizmov a ochrany infrastruktdry. Navrh
stratégie tieto vazby ignoruje.

9. Pripomienka k materialu ako celku
Navrhujeme doplnit opatrenia na podporu odbornikov v Kl sektoroch, najma:
narodné programy certifikacii,
podporné schémy pre odbornikov pracujucich v K,
finanéné a kariérne stimuly,
spolocné vzdelavacie programy s priemyslom

Odbvodnenie:

Na trhu prace pretrvava nedostatok kvalifikovanych odbornikov v oblasti kybernetickej a infrastruktirnej bezpeénosti.
Stratégia neobsahuje systémové opatrenia na stabilizaciu personalnych kapacit v kritickych odvetviach (napr.
podpora certifikécii, kariérne programy, Statne stimuly, sektorové Skolenia). Bez rieSenia tejto oblasti nie je mozné
zabezpecit dlhodobu udrzatelnost implementécie.

10. Zasadna pripomienka k &asti I, odsek Kvantové technoldgie, strana 6
V druhom odseku navrhujeme za druhti vetu doplnit novu vetu v zneni: ,Pre stkromny sektor mé pripadna realizacia
opatreni prechodu na PQC dobrovolny charakter.”.

Odbvodnenie:

Odporucéanie Eurdpskej komisie o Plane koordinovaného vykondvania prechodu na postkvantovu kryptografiu ako aj
nasledne vypracovany Koordinovany plan vykonavania prechodu na postkvantovu kryptografiu, maju nezavazny,
odporu¢aci charakter a nepredstavuju prévne zavazné akty EU. Cielom navrhovaného doplnenia je predist
vykladovym nejasnostiam, podla ktorych by mohli byt tieto dokumenty vnimané ako implicitne zavazné pre sukromny
sektor. Zdroven sa tym sleduje snaha zabranit vzniku neprimeranej alebo pred¢asnej financ¢nej a administrativnej
zétaze pre sukromné subjekty, najma v situdcii, ked prechod na PQC moéze vyzadovat vyznamné investicie do
technoldgii, systémov a odbornych kapacit.

11. Zasadna pripomienka k &asti lll, str. 12
V Casti lll. str. 12 navrhujeme doplnit 2. ods. takto:
Popri vysokoskolskom vzdeldvani je potrebné venovat pozornost aj strednym odbornym skoldm alebo gymnaziam,
ktoré mozu pripravit kvalifikovanych pracovnikov pre niektoré typy profesii uz na tejto Urovni. RozSirenie odbornych
programov alebo dopifanie odbornych predmetov by mohlo prispiet k rychlejsiemu doplifianiu pracovnych sil na
zaklade potrieb pracovného trhu v oblasti kybernetickej bezpecnosti.
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12. Zasadna pripomienka k ¢asti IV, str. 13
V Casti IV. str. 13 Zavazny pravny ramec chyba zohladnenie aj pravnych ramcov, ktoré bud priamo alebo aj nepriamo
maju vplyv na oblast kybernetickej bezpecnosti, napr.:
1. V oblasti odolnosti kritickej infrastruktury: nariadenie DORA-2022/2554
2. V oblasti identity, dévernosti a ochrany Udajov: nariadenie elDAS-910/2014 GDPR, + chyba zohladnenie
aktualnych trendov - vymeny, zdielania a interoperability dat uzivatelov- Nariadenie Data Governance act a Nariadenie
Data Act
3. v oblasti digitalnych sluzieb: Nariadenie DSA 2022/2065

Odbvodnenie:
Domnievame sa, ze NBU by malo aj v stratégii KB jasne definovat poziciu hlavného gestora kybernetickej bezpecnosti
SR, ktory zastreSuje vSetky oblasti kybernetickej bezpecnosti.

13. Zasadna pripomienka k &asti VI, ciel 2.1 Ciefovy stav
V 2. vete je nevyhnutne skonstatovat, kto je hlavny garant kybernetickej bezpec¢nosti SR.

14. Zasadna pripomienka k ¢asti VI. Ciel 3.1 predposledny ods. str. 25
VI. Ciel' 3.1 predposledny ods. str. 25, prva veta znie:

,Digitalne produkty a sluzby su vyvijané a uvadzané na trh v sulade s poziadavkami aktu o kybernetickej odolnosti,
aktu o umelej inteligencii a dalsimi legislativnymi poziadavkami.”

Odbvodnenie:
Vid komentar v Casti IV.-Zavazny pravny ramec

15. Pripomienka k ¢asti VI. Ciel 4.1 posledny ods. str. 27
Aké centrum, na ¢o sa zameriava a samotnu formuléciu je potrebne doplinit.

16. Zasadna pripomienka k &asti VI. Ciel 4.2
VI. Ciel 4.2: ZvySovanie digitalnej gramotnosti ob¢anov a bezpecnostného povedomia
V ramci tohto bodu chyba, ze NBU zaroven na narodnej urovni podporuje cielend a systematickd digitalizaciu
verejnych sluzieb a ich bezpecné vyuzivanie, pretoze ziskané zruc¢nosti a znalosti v oblasti digitalnej gramotnosti je
nevyhnutné kazdodenne vyuzivat a rozvijat praxou.

17. Zésadna pripomienka k &asti VI. Ciel 5.1.
VI. Ciel' 5.1 posledna veta na str. 30 znie:

,V Uzkej spolupraci medzi Ministerstvom zahraniCnych veci a eurdpskych zalezitosti Slovenskej republiky a dalSimi
relevantnymi organmi Slovensko aktivne pésobi v medzindrodnych organizacidch, svetovych a eurdpskych forach,
ktoré formuju normy, Standardy a politiky v oblasti kybernetickej bezpeénosti s cielom zvySovat diplomaticku
angazovanost Slovenska, posilfiovat jeho viditelnost a budovat tzv. image modernej a bezpecnej krajiny a prispievat
k utvaraniu medzinarodného prostredia zalozeného na zodpovednom spravani Statov v kybernetickom priestore.”

5 18. Z&sadna pripomienka k &asti VII, str. 32, odsek Ak&ny pldn
Cast VI. ma byt oznacend VIL."

Na konci navrhujeme doplnit poslednd vetu v zneni: ,Navrhované Ulohy v8ak nesmu neprimeranym spdsobom
finanéne a administrativne zatazovat podnikatel'ské subjekty, ktoré boli ur¢ené ako prevadzkovatelia zakladnych
sluzieb alebo ako prevadzkovatelia kritickych zakladnych sluzieb.

Odbvodnenie:

Podnikatel'ské subjekty identifikované ako prevadzkovatelia zakladnych sluzieb alebo ako prevadzkovatelia kritickych
zékladnych sluzieb budu povinné plnit rozsiahle povinnosti a znasat financéné naklady spojené s implementéciou
povinnosti vyplyvajucich zo zakona o kybernetickej bezpecnosti v zneni jeho poslednej novely, a preto je potrebné,
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aby nové procesy, formy spoluprace, vymena informacii a ostatné povinnosti, ktoré mézu vyplynut z navrhovanych
uloh boli realizované sposobom, ktory respektuje primeranost, minimalizuje administrativnu a finan¢nu zataz a
nevytvara dodato¢né povinnosti nad rémec zakonnych poZziadaviek. Uvedené opatrenia by preto mali byt vykondvané
s doérazom na efektivnost, minimdlne financné a administrativne zataZenie podnikatel'skych subjektov a na
zachovanie rovnovahy medzi verejnym zaujmom a ochranou podnikatel'ského prostredia.

5 19. Zasadna pripomienka k ¢asti VII, str. 32
Cast VI. md byt oznacend ,VII."

Na strane 32 Implementacny ramec navrhujeme Upravy v 2. a 4. vete:
LAkeny plan musi byt v sulade s prioritami stratégie a zaroven dostatoc¢ne flexibilny, aby mohol reagovat na trendy,
meniace sa podmienky a potreby spolo¢nosti. ..."

,...Po prijati narodnej stratégie, Slovenska republika notifikuje o narodnej stratégii kybernetickej bezpecnosti SR
Eurépsku komisiu do troch mesiacov od jej prijatia.”

20. Zasadna pripomienka k ¢asti VII, str. 33
Strana 33 Implementacny ramec navrhujeme doplnenia:

Kybernetickad bezpecnost priamo suvisi alebo Uzko interaguje s inymi oblastami prava a spravy veci verejnych. Ide
predovsetkym o oblasti suvisiace s:

- informatizaciou a digitalizaciou verejnej spravy,

- ochranou kritickej infrastruktury,

- krizovym riadenim Statu,

- obranou Statu,

- ochranou osobnych udajov

- ,interoperabilitu udajov a"

- regulaciou umelej inteligencie.

,... Doraz sa bude klast na pravidelnd vzajomnu komunikaciu, vymenu informacif, interoperabilitu procesov a
konzistentnost odporucanitak, aby sa opatrenia v oblasti kybernetickej bezpecnosti prirodzene doplnali s opatreniami
v inych oblastiach.”

Zdroj:

https://www.slov-lex.sk/elegislativa/legislativne-procesy/SK/LP/2025/679
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